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Program Highlights

Certified Information Privacy Professional/ Europe (CIPP/E) certification is 

developed by the International Association of Privacy Professionals (IAPP). This 

certification is intended for the professionals to enhance their knowledge and 

establish them as an expert in data protection. The training covers the concepts 

of data privacy and data protection, European data protection laws and 

regulations, 99 articles of GDPR regulation, and more. The CIPP/E certification 

recognises and demonstrates your knowledge in the various parts of the 

Information Privacy by analyzing your skills .
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Course Highlights

Career-oriented 
Skill-based Course

Career Guidance 
and Interview Prep

24-Hour
of Instructor-led Training

Scenario-based 
Learning

IAPP Official 
Training Partner

8-Hour LMS (Mock Question 
& DPDPA Foundation )

1 Year IAPP
Membership

IAPP e-Book
& Notes

Target Audience

Data Protection Officer

Data Protection Lawyers

Records Managers

Legal Compliance Officers

Human Resource Officers

Information Officers

Professionals using, processing and maintaining personal data
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About Course

The CIPP/E training from InfosecTrain helps you to learn the basics of data 

privacy and European data protection. It covers all the essential elements to 

understand and implement the data protection laws and regulations. Achieving a 

CIPP/E credential demonstrates that you possess the in-depth GDPR 

knowledge, perspective, and understanding that is necessary to assure 

compliance and the success of data protection in Europe—as well as to take 

advantage of the professional opportunities that this comprehensive legislation 

affords.

Pre-Requisites

Exam Information

Exam Format

Number of Questions

Exam Duration

Passing Score

Language

Multiple Choice and Scenario-based

90 questions out of which 75 
questions are scored

150 minutes

300 out of 500

English, French, and German

A fundamental understanding of the data privacy, GDPR, and data protection 

legal requirements.
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Course Content

Chapter 1: Data protection laws

Introduces key European data protection laws and regulatory bodies, 

describing the evolution toward a harmonised legislative framework.

Chapter 2: Personal data

Defines and differentiates between types of data as defined by the 

GDPR, including personal, anonymous, pseudonymous and special 

categories.

Chapter 3: Controllers and processors

Describes the roles and relationships of controllers and processors as 

defined by the GDPR.

Chapter 4: Processing personal data

Defines data processing and GDPR processing principles, explains the 

application of the GDPR and outlines the legal grounds for processing 

personal data.

Chapter 5: Data subject rights

Describes data subject rights, applications of rights, and controller and 

processor obligations as set out in the GDPR.

Chapter 6: Information provision obligations

Explains controller obligations for providing information about data 

processing activities to data subjects and supervisory authorities as set 

out in the GDPR.

Chapter 7: International data transfers

Outlines options and obligations under the GDPR for transferring data 

outside the European Economic Area, including adequacy decisions and 

appropriate safeguards and derogations.
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Chapter 8: Compliance considerations

Discusses the applications of European data protection laws, legal 

bases and compliance requirements for processing personal data in 

practice, including employers processing employee data, surveillance, 

direct marketing, and internet technology and communications.

Chapter 9: Security of processing

Discusses considerations and duties of controllers and processors for 

ensuring security of personal data and GDPR specifications for providing 

notification of data breaches.

Chapter 10: Accountability

Investigates accountability requirements, including data protection 

management systems, data protection impact assessments, data 

protection policies and the role of the data protection officer.

Chapter 11: Supervision and enforcement

Describes the role, powers and procedures of supervisory authorities; 

the composition and tasks of the European Data Protection Board; the 

role of the European Data Protection Supervisor; and remedies, liabilities 

and penalties for noncompliance as set out in the GDPR.

DPDPA Foundation

Recorded via LMS

Mock Question

Recorded via LMS
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